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Typhoon House are committed to ensure the security of our customers and our own 

information. Our business purpose is to provide sales and support to Isle of Man businesses 

for their printer, multi-function, scanning and audio-visual equipment. They have created an 

ISMS to improve their data protection policies, procedures and controls in order to provide 

confidence to both new and existing clients regarding their data security when in Typhoon 

House’s care. They have ensured that all of their information processes and activities are 

independently assessed and continuously improved. 

 

Our ISMS is based upon the requirements of ISO/IEC 27001:2013, which sets out standards 

and policies to ensure effective management of information security. We aim to become 

certified to ISO/IEC 27001:2013 by an independent certification body. 

 

We comply with all legal and other requirements set by government bodies; our customers; 

and contractors—helping us to achieve the high standards set. Information security 

objectives are set by the company’s Management Team, communicated to all personnel and 

reviewed at least once a year to ensure that targets are being met. 

 

Systems and procedures have been implemented to assess risks to the business and its 

information. Once assessed, controls are put in place to mitigate the risks associated with 

information security. In cases where the system does not conform to requirements, 

procedures are followed and investigations carried out. 

 

Our ISMS is implemented through controlled policies and procedures and maintained using 

internal and external audits.  

 

This policy is communicated to all staff and other interested parties through noticeboards, 

training programmes and our website, which can be made available to the public upon 

request. 
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